Optimizing ITIL Service Delivery
- an overview of Six Sigma and its role in ITIL
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Management Summary

“For companies already in the ITIL implementation process, Giga recommends enhancements of the measurement system through the use of Six Sigma.”

Thomas Mendel, Research Director, Giga Information Group, “Beyond ITIL: Despite the Hype Full Implementations are the Exception”, October 2003

It has almost become a cliché of our times to say that ‘organizations are now so dependent on IT, they will fail without it’. And yet, it’s a reality: when critical IT services are not available, the business suffers. As a result, organizations have launched a search for tools and processes that will help them guarantee service. Some organizations have turned to outsourcing, hiring a third-party to handle this risk, while others have found value in over capitalizing on their IT infrastructure—using redundancy to eliminate bottlenecks and other performance problems.

In recent months, attention has focused on ITIL and the itSMF. ITIL provides a library of “best-practices” for IT service management. Originally created under the auspices of the UK government CCTA, the ideas and concepts are now being promoted globally by the itSMF – a non-profit global consortium of more than 400 international corporations and 4,000 members. The ITIL manuals themselves embrace many aspects of service level management: from service delivery through to cost management. In its current manifestation, ITIL is touted more as a set of guidelines rather than the standard that is ultimately necessary to ensure the success multiple teams of people working on service improvements throughout the organization.

Proxima Technology believes that services delivered through ITIL processes can be further optimized by the Six Sigma quality management method. Six Sigma ensures the service improvement program (SIP) is focused on critical business areas (called critical to quality), provides tools and techniques for continuous improvement, and a measurement system that provides valuable metrics. In addition, Six Sigma also provides a tangible way of reporting on the successes achieved with ITIL, without which the program may fail.

Proxima Technology provides a solution that addresses the requirements of ITIL Service Delivery and allows organizations to easily utilize Six Sigma quality continuous improvement. This solution supports a process called Six Sigma for Service Level Management™ and it consists of:

- Establishing the current level of risk of service defects expressed in cost-to-the-business terms;
- Identifying and scoping areas that require improvement;
- Carrying out improvement (project based and continuous);
- Providing a real-time digital dashboard for business process owners that provides IT and business performance indicators to improve the quality, speed and effectiveness of business operations.

These capabilities are provided by Centauri Business Service Manager™ (Centauri for short). This is not a rip and replace solution. Rather, it retrieves data from an existing IT systems management infrastructure, and other transactional data sources, analyzes this to show current service, alerts management to problems that represent risk to the business operation, and supports a process of improvement necessary to minimize risk.
The IT Infrastructure Library

Overview

ITIL stands for the IT Infrastructure Library. It documents best practices for IT service management and is used by many organizations around the world, though originated as government initiatives in the UK and Holland. ITIL consists of a series of books giving guidance on the provision of quality IT services, and on the accommodation and environmental facilities needed to support information technology. It contains an integrated set of well-documented modules that include:

- Change Management
- Configuration Management
- Problem Management
- Helpdesk
- Service Level Management
- Security Management
- Capacity Management
- Availability Management
- Cost Management
- Network Services Management
- Software Control & Distribution
- Outsourcing

Each module facilitates the quality management of IT services, and of the IT infrastructure in the organization. The codes of practice are intended to assist organizations to provide quality IT service in the face of budgetary constraints, skill shortages, system complexity, rapid change, current and future user requirements, growing user expectations etc.

ITIL provides the foundation for quality IT service management. The widespread adoption of ITIL guidance has encouraged organizations worldwide, both commercial and non-profit, to develop supporting products as part of a shared ‘ITIL philosophy’. The Information Technology Service Management Forum (itSMF) is a global consortium of more than 400 international corporations and 4,000 individual members responsible for advancing IT best practices through the utilization of the IT Infrastructure Library (ITIL), which provides a structured framework consisting of systematic and professional road maps for managing complex IT environments.

The books that make up the ITIL library are delivered under the overall guidance of the UK Office of Government Commerce (OGC) although itSMF members play such a significant role in the development of these manuals, that this should be seen as a collective effort. Any notion of “ownership” becomes at best irrelevant and at worst, counter productive.

itSMF consists of both individuals interested in IT service management as well as corporations such as IBM, HP and EDS. As a supplier of products and services that lead to continuous improvements in IT service, Proxima Technology are clearly a player within the ITIL arena and are corporate members of itSMF.

The British Standards Institute are also involved in this arena and have published a standard, DISC PD 0005, A Code or Practice for IT Service Management and a supporting self-assessment workbook.
Adopting ITIL

It is important to recognize that ITIL Service Delivery is still in its early stages and OGC, itSMF and the other proponents of ITIL are clear to use words like “road-map”, “philosophy” and “guidelines” rather than “standard” when referring to the Manuals. Subsequently, the first step for any organization adopting ITIL will be to establish a process for service level management – essentially to determine how ITIL should be adopted in their organization. This may sound like a lot of work, but in reality the ITIL manuals have been designed with this mind. The elements of implementation include:

- Creating a steering committee to oversee the implementation of ITIL and to specifically set the goals (against which the success of the overall program will be measured) and the scope of the activities;
- Running a pilot to determine the aspects of ITIL that are appropriate and where the return on investment will be greatest;
- Creating a manual that outlines the process in terms of key activity phases and the tasks and deliverables of each. Any techniques used during each task need to be specified and a standards manual established that defines what measurement data needs to be taken, how they are captured and other validation rules that ensure consistency not only within a project team but also between projects.
- Of course, this all sounds very tedious and time consuming but it is necessary that everyone follows a common process in order that:
  - An organization does not just rely on the skills and experiences of their practitioners
  - Measurements taken are consistent throughout the project so that service improvements are clearly shown
  - To ensure consistency between members of the same project team
  - To ensure there is consistency between different project teams.
  - There is a sound basis for tool selection and implementation.

ITIL Service Delivery describes in some length that a process (or framework) needs to be established before an organization will realize any benefit from this approach. Generic processes are described together with their inputs and outputs and how these may relate to any quality initiatives. However, the authors have been careful not to back any particular approach, presumably to remain neutral in these discussions and be sure that ITIL is broadly applicable across a wide application area. However, you need to come off the fence at some point and, in its current manifestation, ITIL leave this up to the individual organizations to resolve as part of implementation.

Proxima Technology believes that the answer to this problem is Six Sigma. This viewpoint is also shared by both Garner (Six Sigma: Strategy for Quality and Customer Success, M. Light, June 2003) Giga (Beyond ITIL: Despite Hype Full Implementations Are the Exception, T. Mendel, October 2003)
The Role of Six Sigma in ITIL Service Delivery

Introduction

“Proxima Technology has managed to integrate Six Sigma with ITIL, making this a big step forward in terms of proving success or failure of ITIL initiatives. Giga believes that making ITIL measurable will further elevate its adoption.”

Thomas Mendel, Research Director, Giga Information Group,
“Beyond ITIL: Despite the Hype Full Implementations are the Exception”, October 2003

Six Sigma is a proven method for process optimization that organizations like Bank of America and Motorola are attributing much success to in recent years. For organizations adopting ITIL best practices, Six Sigma brings four essential benefits:

- Process optimization/continuous improvement.
- A way of measuring quality of service and process improvement.
- It helps IT organizations focus service improvement on areas that will have the maximum payback;
- It provides techniques that measures quality, isolates problems and facilitates process improvement changes.

In addition, Six Sigma is proven, having been around at least 10 years. This means that there is already a supply of expertise—consulting organizations, training service providers and independent bodies that ensure a best practice. The relationship between Six Sigma and ITIL is summarized in Figure 1.

Apart from building continuous improvement into a process, Six Sigma brings with it a cultural change in the organization (or organization unit) as a whole. Organizations that embrace Six Sigma do so from the top. GE is often heralded as the model Six Sigma organization because Jack Welch, the former CEO of GE, has been so vocal about it. It is an approach that he describes\(^1\) as delivering “billions of dollars to GE’s bottom line in savings.” Clearly, any organization that has adopted Six Sigma will have a massive advantage when adopting ITIL: management support and commitment. ITIL users embracing Six Sigma, however, may have to start bottom-up, initially using these quality improvement techniques within IT service management and then exporting this success to other parts of the business.

Six Sigma is as an approach for identifying the important processes that impact customers, measuring how well or badly you perform them, using proven statistical techniques to rate your quality and identify trouble

\(^1\) Source: Jack Welch 2001 Address to Share Owners
spots. Then, armed with this information collectively as a team, work out how you can solve recurring problems and do this continuously until you hit a level of quality that will help your organization to achieve its objectives while minimizing costs. It is a process of management that encourages you to stop what you are doing, look back at how well you have done it and then put in place improvements to iron out defects. Most organizations are focused only on the operational aspects of their business – seldom stopping to ask themselves: what went wrong? And what could be done better next time? Although Six Sigma can be applied to any (business) activity from which measurements can be taken, it is obvious from this description that it is well suited to service level management with ITIL.

Since Six Sigma is a known and established discipline, there is a ready supply of practitioners and consulting organizations who are able to manage projects, understand what statistical techniques need to be deployed, understand how to read the results and transfer this knowledge to people that will use the techniques in future.

The underlying statistical techniques of Six Sigma are proven having been around for many years. They include standard statistical analysis techniques, such as normalization and standard deviation, which form part of the curriculum of most higher education courses in statistics. This means they allow an organization to establish, unequivocally, a level of quality and whether this is satisfactory or not: it allows a CIO to know whether their team is doing a good job or a bad job. It eliminates subjectivity from the equation--where terms like good, bad, better, acceptable and good are all too often used. With Six Sigma, a service is either up to a standard...or it isn't.

Experience has shown that the target for quality should equate to a measure of six standard deviations from the mean -- hence Six Sigma. That is, you should eliminate variation from a business activity to no more than 3.4 defects per million opportunities. This rating, incidentally, being far higher than the 95.5% availability targets often banded about by IT service providers. Interestingly enough, for a large organization running a global email system, ½ % failure rate actually corresponds to 10,000 email messages that are either lost or delivered late per million items delivered satisfactorily!

Clearly, achieving Six Sigma rating for all business processes could be considered as overkill and some processes, such as the automatic landing system on an airplane, would require a higher target than a rating of six sigma.
A Framework For Control

Six Sigma breaks down the quality improvement activity into a life-cycle of phases – each with a specific goal and each having specific tasks and deliverables. This life-cycle is called the DMAIC (pronounced deh-mayack) model - DMAIC being an acronym meaning Define, Measure, Analyze, Improve, Control. It is a structured, disciplined, rigorous approach to process improvement. The reason to follow this rigorous methodology is to achieve the stretch goal of Six Sigma - 3.4 million defects per million opportunities.

With such a structured approach and with clarity as far as the phase goals, tasks, deliverables and techniques are concerned; it should be immediately obvious that the Six Sigma methodology brings considerable value to ITIL. Figure 2 shows the phases of the DMAIC model and how they fit with ITIL Service Delivery process.

![Diagram showing the phases of the DMAIC model mapped onto ITIL Service Delivery process](image-url)

**Figure 2:** The project life cycle phases of the Six Sigma DMAIC model (show shaded) mapped onto the tasks of ITIL Service Delivery.
Define
The first phase is Define. The project’s purpose and scope will be defined during this phase.

One of the key success factors of Six Sigma and one aspect that will almost guarantee success of a SIP is that it starts with an understanding of what business processes are critical to an organization in achieving its objectives. These are called the critical to quality (CTQ) processes and are defined in terms of how they affect customers. The services that support these CTQ business processes are defined in the service catalog and this technique provides a valuable way of ensuring the service catalog is sensitive to business priority. Clearly, any service improvement activities that are applied to these CTQ processes will likely yield the greatest return both financially but also in terms of visibility for the project team and the value of ITIL.

Associated with each CTQ process is the costs associated with errors—what Six Sigma calls the cost of poor quality (COPQ). Understanding this will be a key aspect of the initial stages of the project. Eliminating it will be a goal of the project. The cost of poor quality includes both the visible and invisible costs of dealing with defects. For example, the visible cost of poor quality will include operator overtime, unnecessarily over capitalizing a network and the actual time spent repairing a problem. The invisible cost – the ultimate consequences of the problem – are more severe. They include lost sales, late delivery penalties, long cycle times, and handling customer grievances. Clearly, as the business becomes more dependent on IT, the invisible cost of poor quality becomes orders of magnitude greater than the visible costs.

Supporting Techniques: project charter, stakeholder analysis, SIPOC (suppliers, inputs, outputs and customers), rolled throughput yield, affinity diagram, Kano model, critical to quality tree

Measure
Define produces a team charter, an overview of the process to be improved, and information on what is critical to quality for customers. In Phase 2: Measure, the goal is to pinpoint the location or source of the problems as precisely as you can by building a factual understanding of existing process conditions and problems. That knowledge will help you narrow the range of potential causes you need to investigate during the Analyze phase.

A technique used extensively during this phase is failure modes and effect analysis (FMEA). This is an effective tool for focusing the data collection effort on those input and process variables that are critical for the current process. A failure mode essentially corresponds to a service in ITIL Service Delivery. Failure modes can be broken down hierarchically so that a high level service can be described as a series of service components. The effect analysis component of FMEA focuses on the consequences of a defect—what happens when you get a service breach. FMEA also includes a valuable tool for understanding problem priority called risk priority number (RPN). RPN allows users to establish the priority of each failure mode based on its occurrence, ease of detection and severity.

FMEA is one of many techniques that Six Sigma brings to ITIL—proven techniques that have a mathematical rather than subjective basis. FMEA helps the SIP project team identify the critical input and proves variables that can affect output quality.

Supporting Techniques: data collection, control charts, frequency plots, gage R&R, Pareto charts, prioritization matrix, FMEA, process capability, process sigma, sampling, stratification, time series plots.
Analyze

Measure produces the baseline performance of the process—with this data being gathered by the service level management tool, such Centauri from Proxima Technology. Indeed, the SIP will already be paying dividends since the right things are being measured (the CTQ processes) and the Systems Administrators are placed to prioritize and deal with adhoc problems.

Analyze looks to eradicate more fundamental architectural flaws from the process or to get to the bottom of recurring problems. Once again, proven techniques can be used (such as Pareto charts) that allows the SIP team to pinpoint the location or source of the problems. Having pinpointed problem areas, Analyze is the point when the team will develop theories of root causes, confirm these theories with data, and finally identify the actual root cause of the problem. The verified case(s) will form the basis for the solutions in the next phase.

**Supporting Techniques:** affinity diagrams, brainstorming, cause-and-effect diagrams, control charts, data collection, design or experiments, flow diagram, frequency plots, hypotheses tests, Pareto chart, regression analysis, response surface method, sampling, scatter plots, stratified frequency plots.

Improve

In Phase 4: Improve, you should be ready to develop, implement, and evaluate solutions targeted at improving service levels of your CTQ business process. The goal is to demonstrate, with data, that your solutions solve the problem and lead to a measurable improvement. Although Six Sigma provides a wealth of tools to help proactively isolate and prioritize problems, Improve really depends on the skill of the practitioner to reconfigure or redesign a service: there is no alternative to real-world experience!

**Supporting Techniques:** brainstorming, consensus, creativity techniques, data collection, design of experiments, flow diagrams, FMEA, hypothesis test, planning tools, stakeholder analysis.

Control

Although at this point, the problem has been assessed and an improvement put in place, putting a solution in place can fix problems for the moment, but the work in phase 5: Control is designed to help you make sure the problem stays fixed and that the new methods can be further improved over time. In reality, Control is the point at which you pause, determine effectiveness and decide whether or not to repeat the entire process. At this point, although the SIP activities may cease, the ongoing service measurement continues using the clearly defined procedures that have been put in place to fix adhoc or totally unforeseen disasters.

**Supporting Techniques:** Control charts, data collection, flow diagrams, charts to compare before and after such as frequency plots, Pareto charts, quality control process chart, and standardization.
A Note on Total Quality Management (TQM)

Most people are familiar with Total Quality Management (TQM), or at least they have heard of the acronym TQI, and so the question often comes up: what’s the difference between TQM and Six Sigma?

In principle, Six Sigma is similar to TQM, but there are some fundamental differences that are worth understanding. The primary difference, in a word, is management. Unlike TQM that was born out of technical analysis of a problem area, Six Sigma was created by business Managers to address business issues. These people had a single goal in mind: making their businesses as successful as possible. Once they were convinced that the tools and techniques of the quality profession could help them do this, they developed a framework to make it happen: Six Sigma.

Some specific differences between Six Sigma and TQM include:

- Six Sigma extends the use of the improvement tools to cost, cycle time and other business issues.
- Six Sigma discards the majority of the quality toolkit. It keeps a subset of tools that range from the basic to the advanced. Training focuses on using the tools, not theory, to achieve tangible results.
- Six Sigma integrates the goals of the organization as a whole into the improvement effort—it’s not quality for quality sake! Six Sigma creates top-level oversight to assure that the interests of the entire organization are considered.
- Six Sigma strives for world-class performance. The Six Sigma standard of 3.4 failures per million opportunities goes way beyond simply fixing errors. It may require a complete redesign of a business process.
- Six Sigma creates an infrastructure of change agents who are not employed in the quality department. These people work full- and part-time on projects in their areas or in other areas. Six Sigma “Black Belts” don’t make careers in Six Sigma. Instead, they focus on Six Sigma for two years and then continue their careers elsewhere. “Green Belts” work on Six Sigma projects while holding down other jobs. These subject matter experts are provided with training to give the skills they need to improve processes. Six Sigma "belts" are not certified unless they can demonstrate that they have effectively used the approach to benefit customers, shareholders and employees.
The Role of the Digital dashboard in Service Improvement

A number of organizations have implemented quality improvement initiatives that result in an increased accountability of IT departments and an alignment of IT with the business. The conduit for this new partnership is the digital dashboard. The purpose of this dashboard is to make information available about the status of IT services to business process owners. As a result, business process owners are more informed of how a process is affected by IT and can then proactively minimize the consequences of a technology problem.

An example of a digital dashboard is shown in Figure 1. In this example, critical to quality application areas are labelled with a meaningful name and then associated with indicators that show overall service—either OK or not-OK. Where problems occur or where status information is required, executives can drill down on the appropriate application area to see the broken component (called a failure mode).

![Digital Dashboard](image)

Figure 3: A digital dashboard is an HTML application accessible to end-users through a browser. It provides a real-time balanced scorecard either for a specific user, business process, department, or the enterprise overall. The dashboard reports on the IT service levels that support each business activity together with business key performance indicators (KPIs)—normally retrieved directly from the ERP application, correlated with other information and presented on the dashboard as a convenient reference point. The highest-level screen (the homepage) shows the services that are critical to the business overall together with some representation of the current quality of service—typically OK or NOT-OK.

Although the dashboard appears to be a simple representation of business service—and this is very much its strength—it actually hides a massive behind the scenes data collection and correlation operation. The data that determines the state of the business service (OK or not-OK) will have many sources and typically includes:

- event and performance data gathered from all networked systems management (NSM) tools that are monitoring the system components (the servers, databases, network connections and so on).
- business Key Performance Indicators (KPI) gathered from the applications themselves—for example, the current order backlog.
- other sources such as seasonal buying patterns of customers gathered from a data warehouse or data provided by a research agency.

This gathered data is correlated and then presented on the dashboard as a convenient interface for business executives. Data about IT systems is generally further analyzed and correlated to show overall service. This is because most IT systems management tools take a component-oriented view of service:
they tend to manage either a database or a server etc. In reality, the service experienced by the customer
or the end user will be a combination of many components—only when all of these components operate in
harmony can the service said to be delivered. The dashboard must provide this aggregation capability.

The same can be said for the KPIs and other sources of information. However, KPIs generally exist in other
applications such that the role of the dashboard is more a convenient display and alert notification
mechanism. KPIs can be further aggregated to show a progressively bigger picture.

Although a digital dashboard is not a component of Six Sigma, since it provides a valuable means of
communicating quality of IT service levels with business process owners, it becomes a key component of
any Six Sigma implementation. Apart from helping executives' better deal with IT (and other) problems, the
dashboard provides a mechanism to help organizations identify candidate service improvement programs
since the dashboard highlights recurring problem areas and calculates the cost to the business of such
defects (cost of poor quality-COPQ)—defects that currently inhibit business success. Through out the service
improvement program, dashboard users can track the impact of these activities and see a steady reduction
in defects.

When armed with the dashboard, business process owners are equipped to deal with both the cause and
affect of IT problems and are in control of the business processes they are responsible for. Clearly, the
value of the dashboard increases as does the dependence a business process has on IT, but in today's
modern organizations most, if not all, business processees are supported by IT.
Centauri Business Service Manager

Overview

Proxima Technology’s Centauri Business Service Manager™ solution provides comprehensive support for the service level management (SLM) function of ITIL Service Delivery and allows IT organizations to maintain and improve business aligned IT service quality. It ensures Service Level Agreements (SLAs), Operational Level Agreements (OLAs) and other contracts are met and that any adverse impact on service quality is kept to a minimum. These activities center around the definition of SLAs that are meaningful, maintainable and measurable, and provide information that allows Business Executives to determine the value of IT to the overall business.

SLM planning begins with identifying critical business processes and gaining insight into the user’s perception of the service currently being delivered in these areas. Centauri provides a unique solution to this by allowing you to survey your users’ perception of service via web-based questionnaires. This information gives the SLM project team vital information which is then used to scope the service problem, provide a baseline to measure improvements, calibrate SLAs based on meaningful “real word” data, and track the user perception of service against the actual service at any given point in time.

During ITIL SLM implementation, service catalogs are produced that list each service together with information about who is responsible for the system and other background information. These are derived in part, from the information gathered by voice of the customer user surveys. Service catalogs defined in Centauri with each service decomposed into detailed SLA specifications that Centauri will monitor automatically. Multi-level SLAs can be defined as being service or customer based according to ITIL SLM process. For efficiency, SLA components can be shared across services. The tree-like definition also allows the SLM project team to analyze and implement similar SLAs that differ by location.

A critical success factor for any SLA is that it is measurable. The complexity of distributed computing environments means there will be many sources of data for the service calculation and the SLA will inevitably be cross technology and cross platform. Centauri integrates with a wide range of data collectors. Multiple collectors can provide data for analysis within any single SLA. Data collectors include proprietary management tools, such as BMC Software PATROL; native interfaces, such as Microsoft WMI; and industry standards, such as SNMP. Adaptors are also available to collect key response time data directly from applications by running synthetic transactions (or integrating with detailed probes that provide this data).

Centauri provides support for the on going SLM process by retrieving measurement data, calculating service compliance and providing HTML management reports. Reports can be generated to show current service as well as service by hour, day, week and month. Reports are extensible and are easily tailored to meet the requirements of business users and IT personnel: allowing users to track service and IT personnel establish the causes of service problems. Color coding and other graphic symbols can be used to further annotate the report and add meaning. For example, a service breach can be highlighted with a red traffic signal. Where service breaches and other critical problems occur, Centauri alerts the responsible parties. With this feature, system administrators and operations personnel are immediately notified of problems by either pager, e-mail and WAP enabled device.

Service level management (SLM) is the process of managing and improving the service provided by a set of IT components that together support some business activity. Yet for many IT organizations, improvement is a poorly defined and haphazard activity. Consequently, they find themselves relying too much on systems management tools for this despite the fact that they lack this capability. To overcome this problem, Centauri utilizes the Six Sigma quality management process. As a result Centauri provides this guidance—helping technicians translate the mass of management data into meaningful information about where critical problems lie and what should be done to stop them hindering service. Consequently, IT service is improved together and so are the business processes they enable.

Six Sigma is an approach for identifying the important processes that impact customers, measuring how well or badly a process is performed and applying proven statistical techniques to rate a level of quality and identify trouble spots. Then, armed with this information a team can work out how to solve recurring problems and do this continuously until they hit a level of quality that will help their organization to achieve its objectives while minimizing costs. Although Six Sigma can be inherently applied to any business activity from which measurements can be taken, it is obviously well suited to ITIL Service Delivery.
Summary

Organizations looking to adopt ITIL Best Practices for Service Delivery need to establish a quality process to ensure success. Six Sigma is such a process that brings additional benefits to ITIL. In particular, its business orientation will ensure that service improvement activities are focused on dealing those services that impact the customer. As a result, the impact that ITIL has on the business overall will be greater.

Six Sigma is also gaining a lot of attention in its own right with supporters, some of the largest companies in the world, attributing this to much of their success. Six Sigma has been around for 10 years of more—this isn’t a flash in the pan idea! As a result, there is a supply of people who can bring expertise to the table: third party training providers and consulting organizations that have independence from any vendor tool.
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